CORONAVIRUS DISEASE (COVID-19)

CYBER SCAMS (iMe HealthWorks

Helping you make smarter health decisions

Fraud activity is still on the rise as COVID-19 continues to keep communities in quarantine. With the
growing need for people to fill their additional time at home, hackers use high profile companies as
coronavirus bait for unsuspecting victims. Don’t fall for these malicious scams or click on the links.
Everyone should try to stay safe not only from the pandemic but also from digital threats.

EXAMPLES

NETFLIX hulu Q We offer you netflix

B
. . for free How many times a
Hackers contact you via text, email, or Facebook Staying safe and day you wash your
. . . . . ; 2 hands ?
to click on links disguised as Netflix, Hulu, enjoying the
or other streaming companies offering free Internet at home

streaming services due to coronavirus.

+1(707) 661-9619

Because of the COVID-19 out-
break we will give out 4 months
of Netflix Premium to help you

spend time at home: John, visit
covidflix19.xyz/evhsA3vnw

B Google Play

Scams disguised as coronavirus updates prompt
people to click on a false Google play icon.

CORONAVIRUS (COVID-19)

Ways To Get Rid
Of Coronavirus

Download The Form Below That Saves Lives For This Great
Epidemic That Is Spread All Over The World

y\ Google play



